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Chapter |
Organizational structure of Financial Intelligence Unit

Financial Intelligence Unit of the Slovak Republitereinafter referred to as ,the
Slovak FIU®) being a part of financial police wastablished on 1 November 1996 and was
organizationally incorporated under Bureau of tiheahkcial Police (hereinafter referred to as
.BFP*). BFP as a special service of Police Forca teken out from organizational structure
of Presidium of Police Force and it was incorpatateectly under Ministry of Interior of the
Slovak Republic. Its status changed within orgaronal changes at the end of 1998 and BFP
became a part of Presidium of Police Force andvaynestablished administration of the
criminal and financial police. BFP was cancelled3drii2.2003 and as of 1.1.2004 the Slovak
FIU became a part of Bureau of Combating Organi2acthe of Presidium of Police Force
(hereinafter referred to as ,BCOC*) organizatiopads one of its central unit. The Slovak
FIU currently consists of the following departmenténusual Transactions” Department,
Obliged Entities” Control Department, Internation@dboperation Department, Property
Check-up Department (ARO) and Analytical Department
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Graph No. 1: Organizational structure of the Slok#lt



Chapter lI
Legal framework

Act No. 297/2008 Coll. on the Prevention of Legation of Proceeds of Criminal
Activity and Terrorist Financing and on Amendmeatsd Supplements to certain acts as
amended by Act No. 445/2008 Coll. and 186/2009 .C(hereinafter referred to as
ZAML/CFT Law“) came into force on 1.9.2008 as a igsapreventive legislation adjusting
powers and obligations of legal persons and napgw&dons in the prevention and detection of
money laundering and terrorist financing. AML/CFRWL solves problem of definition of
several terms, for example legalisation of procesfdsriminal activity (money laundering),
terrorist financing and unusual transaction (hexar referred to as “UT”). Hereby,
AML/CFT Law enumerates obliged entities and for thepose of AML/CFT Law defines
politically exposed person, customer due diligersmplified and enhanced due diligence
and stipulates position and powers of the Slovdk Rs it is stipulated by AML/CFT Law,
the Slovak FIU serves as a national unit for tleaaf the prevention and detection of money
laundering and terrorist financing.

As far as employees of the Slovak FIU are polickcefs, they follow powers and
obligations stipulated in Act No. 171/1993 Coll. ttve Police Force (hereinafter referred to as
»Act on Police Force"). Under Section 4 of the abt Slovak FIU is incorporated under the
service of the financial police. Tasks of Policadéoare stipulated in Section 2 of Act on
Police Force and the service of the financial mlperforms the following tasks: detect
criminal acts and identify their perpetrators, @ei@te in detection of tax evasions, illicit
financial transactions, money laundering and te&tdmancing. Powers while disclosing tax
evasions or illicit financial transactions or morlayndering where a substantial damage is
presumed are stipulated in Section 29a of Act olic®d-orce. Under the Section 29a, the
police officer of the service of the financial maihas power to:

- enter any place of business or business prerasegell as conveyances used for business
purposes, inspect record-keeping, accounting writtbocuments, papers and other
documents,

- request in writing from banks and foreign ban&rahes the reports on their clients matters
or foreign bank branches even if being subjectatukisecrecy.

Il
Activity of Financial Intelligence Unit

The Slovak FIU is a police type of FIU and thistfassumes effective use of police
experience in gathering and analysis of financrakliigence related to suspicions of
particularly economic crimes and related money digumg. Under AML/CFT Law the
Slovak FIU serves as a national unit which receiaeslyzes UTs from obliged entities and
after checks, verifications and evaluation providdsrmation from reports completed with
own results to competent law enforcement authoffitgreinafter referred to as ,LEA")
performing tasks under Act on Police Force, toadministrator or to foreign FlUs. As well,
the Slovak FIU performs control of compliance tdigditions of obliged entities, cooperates
with the respective authorities of the Member Staied international organizations, serves as
a national authority responsible for detection aahehtification of property derived from
criminal activity. The Slovak FIU also has a comisig and preventive function towards state
authorities in the area of money laundering antbtist financing. Another very important



function of the Slovak FIU is its performance irethrea of educating obliged entities and
competent units of Police Force.

Police officers of the Slovak FIU performed in 1oié trainings for obliged entities and
their professional organisations in 2010 in ordereliminate shortcomings identified upon
application of provisions of AML/CFT Law and in @adto explain the importance of
preventive character of AML/CFT Law as far as obtigentities perform important functions
in the system of combating money laundering anebtist financing under AML/CFT Law.
During trainings special emphasis was put to tlopsof activity of the obliged entities, their
individual form and technique of possible moneynidgering and terrorist financing and ways
of recognition of UTs.

Number of

trainings/number of
Obliged entity persons
Credit institution - bank 1/8
Bank Association 2
Insurance companies 3/150
Slovak Insurance Association 1/40
Accountant and tax advisor 2/60
National Advisory Company 1/6
Real estate agency 4/160
Post office 1/40
Car dealers 1/10
Summary 16

Chart No. 1: Number and structure of trainings @enied at obliged entities in 2010.

In 2010, there were 6 trainings at the police upigsformed by police officers of the
Slovak FIU with the purpose to provide police offis dealing with detection and
investigation of crime with complex information emoney laundering, its phases, methods
and case studies. For the purpose of statisti¢al ttee part of the trainings was also related to
Order of the President of Police Force related rtavigion of statistical data in the area of
money laundering from police units directly to SBlevak FIU.

Within educating activities of police officers dfe Slovak FIU, during 2010 there were
18 internal trainings aimed at the following topi@strainings related to the application of
particular provisions of AML/CFT Law with new form&f money laundering, 6 trainings
related to receiving, analyzing and evaluating dRd, 4 special trainings related to the use
of provisions of law on control activity with theeference to particular shortcomings in
performance of controls, 1 training related to ficial verification, 1 training related to
checks of property, 1 training related to SpeciAllTF Recommendation IX, 2 trainings
related to the use of analytical software, 1 tragnirelated to processing of criminal
intelligence analysis.

In 2010, representatives of the Slovak FIU took pathree meetings with representatives
of General Prosecutor’s Office concerning jointaacperformed by LEA and the Slovak FIU



within investigation of criminal offences money talering and sharing in connection with
predicate criminal offences committed abroad. Ihaayns a frequent phenomenon when
proceeds of criminal activity are placed away frtira territory where crime was committed.
The reason for such activity is to disguise theimmal origin, to hinder investigation and
frustrate seizure of things coming from criminaltiaty for the purposes of criminal
proceedings. The proceeds are subsequently tregsfey the third country by ways which
make it impossible to find out connection betweerpptrator of predicate criminal offence
and receiver of proceeds in a foreign country. Shesak FIU pays attention to these trends
and methods and tries to combat them effectivady.tie reason of effectively action internal
procedures were elaborated for employees of thea8I&IU. The problems were discussed
during the meetings with the Slovak Bank AssocratMthin working groups responsible for
prevention of money laundering and terrorist finagcand computer crime and also with
specialists in the area of computer crime from i@ of Police Force. As well, special
trainings were realized for employees of credititnsons and obliged entities carrying out
electronic money transfers based on valid licerl@espite active measures taken by the
Slovak FIU - especially for obliged entities, pwhiing guidelines on the website of the
Slovak FIU, consistent use of business conditiontsapplication of provisions of AML/CFT
Law related to enhanced due diligence, postponemiektT and submission of a case to
LEA, the desired result was not always reachedmngencement of criminal proceedings and
subsequent seizure of thing coming from crimindivig or funds on account based on
discrepancy in legal opinion of competent LEAsIdes not concern cases of phishing and its
modifications only but various kinds of interneadid where this way is used for disguise of
financial flows in connection with tax fraud, framdth securities, corruption and others. It
also concerns cases where the Slovak FIU acts lmasedrequest from a foreign FIU or its
own information.

For the above mentioned reason the reptasees of the Slovak FIU participate
regularly in meetings organized by Director of Gnial Unit of General Prosecutor’s Office
of the Slovak Republic. The aim of the meetingsoigprovide information related to new
trends of money laundering, evidential situatioteps taken by the Slovak FIU and
international co-operation. The result of this jo&ffort are procedures and guidelines with
the aim to unify procedures performed by prosesutord police investigators on regional
levels so that seizure of income from criminal \atti for the purposes of criminal
proceedings is not hampered. These guidelinespgicable for other cases when proceeds
and things coming from criminal activity, for exal@mlso for terrorist financing, are placed
in the Slovak Republic. Co-operation with prosecusooffice is important in connection with
Strategy of combating money laundering and terrdinancing in the Slovak Republic which
is being prepared. The competent authority respte$or elaboration of the Strategy is the
Slovak FIU.

Within development of international co-operationtrwithe Czech FIU, the police
officers of the Slovak FIU took part in the semirf&revention of financial crime” organized
by the Czech Bank Association where the Slovak piiésented measures used in combating
money laundering and terrorist financing in the Vv@lo Republic and current trends.
Participants of the seminar were: representativdsmonk and financial sector, police officers
from the Czech Republic, representatives of conirol of the National Bank of the Czech
Republic and Ministry of Finance of the Czech Républrhe aim of the seminar was to
exchange experiences and compare active measategdedy different types of FIUs.



.1,
Receiving of UTRs

The Unusual Transactions” Department is respon&iblthis area, its task is to receive,
analyze, evaluate and process reports of unusaabkdction (hereinafter referred to as
,UTRs"). Obliged entities specified in Section 5 AML/CFT Law are obliged to report
unusual transactions by submitting of UTRs in themmer and scope as stated under Section
17 of AML/CFT Law. For the purpose of correct apption of Section 17 of AML/CFT Law
and elimination of repeated shortcomings in UTRs, $lovak FIU elaborated and published
recommended general form of UTRs for obliged esgitand special forms of UTRs for
banks, insurance companies, real estate agencies an website
http://www.minv.sk/?financna-policiaNevertheless, AML/CFT Law does not stipulated
detailed form of UTRs. The Slovak FIU may utterttkizat the use the forms by obliged
entities simplifies processing of UTRs and elimgsashortcomings in reporting obligation
performed by obliged entities.

The Slovak FIU published contact details fagrfprmance of reporting obligation
compliant with law on its website. It is possibtereport by person, in writing, electronically,
by telephone with condition to report by personwinting or electronically within 3 days.
The Slovak FIU has electronic exchange of inforomatwith 12 credit institutions via
encrypted network.

After assessment of content of the reportiar@hse of shortcomings the police officers of
the department consult them with obliged entitiesl aequest to complete relevant
information and related documents. Thereafter thi®4&Jare analyzed, evaluated and verified
so that in case of reasonable suspicion of comamssf a criminal offence or the use of
information for tax proceedings the informationnfrdJTRs or information received from
own activities are disseminated to competent aiitberunder Sections 26 and 28 of
AML/CFT Law, as follows:

- competent units of Police Force performing thesksaunder Act on Police Force,

- competent LEA in case of reasonable suspicion ofroiting a criminal offence or in
cases when performance of UT may lead to commissfoa criminal offence or
seizure of proceeds from criminal activity may bamipered for the purposes of
criminal proceedings

- tax administrator if such information substantiaté® commencement of tax
proceedings or is essential for the ongoing taxeedings, namely Tax Directorate of
the Slovak Republic or Customs Directorate of tlew& Republic,

- foreign FIUs and international organizations in\emhin the area of the prevention and
detection of money laundering and terrorist finagci

1.1.1.
Postponement of UT and consequent seizure of funds

If obliged entity evaluates a transaction as unusuml there is danger that its
execution may hamper or substantially impede seinirproceeds of criminal activity or
funds intended to finance terrorism, obliged eeditare obliged to postpone the transaction



for at maximum 48 hours under Section 16 (2) of ANMIET Law and inform the Slovak FIU
immediately. Under Section 16 (2), the Slovak Flaktpower to request obliged entity to
postpone UT for at maximum 48 hours. During thmseti(the period of postponement of the
UT excludes Saturdays and days of rest) the polifteers of the Slovak FIU verify the UT
and in case of reasonable suspicion of commissfom @iminal offence they provide the
information completed with their own finding to LEAnder Section 26 (2) (b) of AML/CFT
Law. The Slovak FIU informs the obliged entity imadiegtely that the case was submitted to
LEA and orders obliged entity to postpone UT fornaximum another 24 hours under
Section 16 (2) of AML/CFT Law. Total maximum timerfpostponement of UT is 72 hours.
The aim of postponement of UT is to prevent fronreptial damages and allow time limit for
LEA to commence criminal proceedings and seizegthicoming from criminal activity or
funds on account for the purpose of criminal prdoggs. In case the proposal to commence
criminal proceedings was submitted to LEA, the &lowIU informs the competent
prosecutor’s office about the fact and sends tbpgsal in copy. This way stipulated also in
Regulation of Penal Department of General ProseautOffice of the Slovak Republic
prevents problems within proceedings and the Slokdlt provides to LEA necessary
assistance upon seizure of thing or funds on adcoun

In case of postponement of UT, LEA should dedbefore expiration of the time-limit
about the matter that if there is no reason to $uibto competent authority for dealing with
misdemeanours or another administrative minor aHemlelivering to another authority for
disciplinary proceedings, superseding of a casesatismissal under Section 197(1) of Code
of Criminal Procedure, LEA commences criminal pexiiags under Section 199 (1) of Code
of Criminal Procedure. After criminal proceedingsdommenced, LEA should seize thing
important for criminal proceedings under SectioAso8 91 of Code of Criminal Procedure,
seize funds under Section 95 of Code of CriminalcPdure, seize booked securities under
Section 96 of Code of Criminal Procedure.

In 2010, 68 UTs were postponed by obliged entitmsler Section 16 (2) of
AML/CFT Law and information were submitted by thieow&k FIU to competent LEA for
further proceedings performing under Code of CrahProcedure.

Number of UTs postponed under Section 16 of 68

AML/CFT Law

Amount of funds postponed 2,542,789 EUR
- fraud, Section 221 of the Slovak
Penal Code

- failure to pay tax and insurance,
Section 277 of the Slovak Penal Code
- unlawful production and use pof
payment means, electronic money| or
Predicate criminal offence another payment card, Section 219 of
the Slovak Penal Code
- establishing, contriving  arn
supporting a terrorist grou
Section 296 of the Slovak Penal Cod
- smuggling of migrants, Section 3
of the Slovak Penal Code

Number of cases where criminal proceedings was 16

commenced by investigators of Police Force,

OT o © o




Section 199 of Code of Criminal Procedure
Number of cases where indictment was imposed
by investigators of Police Force, Section 206 of 1
Code of Criminal Procedure

Number cases where fund were seized by

prosecutors, Section 95 of Code of Criminal 10
Procedure
Total number of seized funds by prosecutors 294E0R

Chart No. 2: Statistic data on postponement of Biig seized funds in 2010

The activity of police officers does not cover ormdyocessing of received UTRs but
includes also giving advice and guidelines to adligntities in particular concrete detected
cases of unusualness or about ways of recognizingualness of UT. In case of conformity
of subjects from several UTRs or modus operandcrohe forwarded by several obliged
entities, the obliged entities are consequenthyormked about the forms and ways of
commission of crime and recognition of UT. In sughway the Slovak FIU performs
prevention task because publishing of such inftionaensured that other obliged entities
refused to conclude business relationship or whasinkss relation had already been
concluded, the obliged entity reported that casgBR to the Slovak FIU. Such information
is provided to obliged entity electronically in eygted form. In 2010, there were 52
information about ways how to recognize UTs andniveys about particular commission of
crime.

For the purpose of unambiguous procedure whenweggianalyzing, evaluating and
processing UTRs the internal regulation was ameratetl came into force as 1 January
2011.This internal regulation stipulates proceddot®wed by police officers of the UTs’
department and Analytical Department who ensuréviaes related to UTRs. Ways of
application of provisions of AML/CFT Law are stipied in this regulation, it provides
contentual and formal essentials of the ways oéiverg UTRS, its registering, analyzing,
evaluating and decision-making on further dispadaie reports and its verifying with the
use of appropriate methods, forms and tools of atjmeral activity, keeping and providing
statistical data to obliged entities and competeuathorities. In the internal regulation
obligations of police officers of Bureau of Orgaguz Crime who verify and investigate
information sent by the Slovak FIU are stipulate@ihe internal regulation also stipulates
time-limits and procedures upon registration, weaifon, analysis, execution and keeping of
statistical data about UTRs and puts emphasis otegifon of information and keeping
secret.

11.1.2.
Number of UTs and structure of obliged entities

Obliged entities defined in Section 5 under AML/CEaw are divided into three groups
— credit institutions, other financial institutioasd non-financial institutions. Obligation for
obliged entities to report UT or its attempt to Bkevak FIU is stipulated in Section 17 of
AML/CFT Law. In 2010, the Slovak FIU received mtal 2470UTRs. Out of this number,
2031UTRs were received from credit institution (chad.8),245UTRs were received from
other financial institutions (chart No. 4) ah#l4 were received from non-financial institutions
(chart No. 5). Based on the above mentioned infaonathe Slovak FIU received the most



UTRs from credit institutions carrying out the lasty number of operations in terms of
guantity. As far as the Slovak FIU considers offmegincial institutions and especially non-
financial institutions in terms of risk feasible b® misused for commission of criminal
activity, the Slovak FIU focuses on organizationtm@ining for those obliged entities. The
trainings are oriented to the scope of businessites of such obliged entities and specific
forms and ways of money laundering and terrorigricing and ways of recognition of UTs.

@ Uverové institacie / 2031
B Ostatné financné istitdcie / 245
O Nefinanéné institacie / 194

Graph No. 2: Total number of UTRs in 2010.

In 2010, out of total numbe2031 of received UTR$5 UTRs were classified as UTRs
with possible connection to terrorist financif®76 UTRs were classified as UTRs with

connection to money laundering.

Credit institutions
Obliged entity Number
Domestic credit institution 1993
Foreign credit institution 38
total 2031

Chart No. 3: Number of UTRs received from créastitutions in 2010.

In Chart No. 3, under reference “foreign credittitasion”, there are total statistical data
submitted by obliged entities stipulated in Sectl®n(2) of AML/CFT Law which are
branches, organisational units or representatidsreign credit institutions operating in the

territory of the Slovak Republic.

Other financial institution
Obliged entity Number
the National Bank of Slovakia 46
the Export-Import Bank of the Slovak
Republic 0
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the Central Securities Depository 1
Stock exchange 0
Commaodity exchange 0
Asset management company 16
Depository 0
Securities dealer 13
Financial agent 0
Financial advisor 0
Foreign collective investment entity 0
Insurance company 85
Reinsurance company 0
Pension asset management company 0
Supplementary pension insurance company 0
Exchange office 0
Provider of foreign exchange services 27
Legal entity or a natural person authorized to

trade in receivables 10
Legal entity or a natural person authorized to

carry out auctions out of distrainments 0
Finance lease 47
Service provider of loan from own sources 0
Total 245

Chart No. 4: Number of UTRs received from otfiesincial institutions in 2010.

Non-financial institutions

Obliged entity Number

Betting company 26

Casino 7

Postal undertaking 102

Court distrainer 1

Administrator who manages activity within
bankruptcy

Auditor

Accountant

Tax Advisor

Real Estate Agency

Advocate

R IFLINININ|IFLO

Notary

Service provider of property management ar a
company service provider 5

Organizational and economic advisor 0

Provider of the services of public carriers 0
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Forwarding services 1
Legal entity or a natural person authorized to
operate an auction hall 0
Legal entity or a natural person authorized to
trade in works of art, collector’s items, 0
antiques, cultural monuments, items of cultural

heritage, precious metals or gemstones
Car dealers 43

Total 194
Chart No. 5: Number of UTRs received from norafinial institutions in 2010.

1.1.3.
Total statistical data on efficiency of UTRs

Obliged entities divided into three groups — creutistitutions, other financial
institutions and non-financial institutions as nmenéd above reporte@470 UTRs to the
Slovak FIU in 2010. Out of this numb&031 UTRs were received from credit institution,
245 UTRs were received from other financial institagoand194 were received from non-
financial institutions. Chart No. 6 and graph Nostw total statistical data of efficiency of
UTRs with identification of units of Police Forcehere the Slovak FIU submitted
information received from obliged entities basedtwir reporting obligation.

In 2010, out of total numbez470 of received UTR$H5 UTRs were classified as UTRs
with possible connection to terrorist financing atldinformation were disseminated to Anti-
Terrorist Unit. All55 UTRs with possible connection to terrorist finargcwere reported to
the Slovak FIU by credit institutions. In 2010, tBlmvak FIU sent 16 requests related to cases

involving terrorist financing to foreign FIUs.

Other Non-
Credit financial financial

Unit institutions | institutions | institutions Total
PCHD 1 0 0 1
Europol/Interpol 1 1 0 2
DCIS 2 0 0 2
DCR 2 0 0 2
UTHB 2 0 0 2
OECD 5 1 0 6
ADS 4 0 0 4
Investigator of BCOC 5 0 0 5
Customs authority 18 0 0 18
DBAP 28 0 0 28
ATU 55 0 0 55
BOCC operational units a7 1 1 49
BOCC investigator 12 0 0 12
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LEA 190 23 3 216
District Unit of Police Force 133 13 1 147
County Unit of Police Force 73 42 2 117
FIU 358 11 5 374
Tax authority 537 8 4 549
Unit of the Financial Police 344 37 3 384
FIU database 625 161 174 960
Non-realized UTRs 18 0 1 19
Refused UTRs 98 6 3 107

Chart No. 6: Total statistical data of efficiendybI'Rs received from all obliged entities in

2010
1200
1000 960
800
600 549
400 374384 | | |
216
200 07117147 |
49 55
0 1 2 2 2 2 4 5 6 12181928 |—| H
0 T T T T T T T . S S B e (| ; r‘ : |_| : |_| : : ‘ ‘ ‘ ‘
¢ £ & Fg P R IO P LELN I DR @
¢ L& &P 5 A \ s o o
05&:@\\&@& PR eQ\OAQ}Q’O%S{{\o“&e & g e Qg@ & o@@eO@Q OQLQ FONRO s S &
S P & Q& 8 & K N IR
® K oF & S O 2
© ("\\}0 ® O‘Q Q‘L:?\ e\\q’ § O&Q\ K
& & "
S S

Graph No. 3: Total statistical data of efficierafyUTRs received from all obliged entities in

2010.

Units of Police Force which were provided wiiiormation from the Slovak FIU, made
use of the information within their activities fperformance of Act on Police Force and Code
of Criminal Procedure. Those units provided thev&ko FIU with information about
efficiency of such information. Chart No. 7 andmraNo. 4 show statistical data disseminated
to units incorporated under Presidium of PolicecEcand Ministry of Interior of the Slovak
Republic. Notice ,PU* under Act on Police Force mgathat based on the forwarded
information it was not possible to proceed accaydia provisions of Code of Criminal
Procedure but at first it was necessary to verifg provided information according to
provision of Act on Police Force and consequentigrats verification to make decision in

the matter.
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Conclusion drawn by Non-
Presidium  of  Police Credit Financial financial
Force/Ministry of Interior | Institutions | Institutions | INSUULON | Totq|
Commencement of criminal 0

proceedings 61 3 64
ala 160 5 1 166
PU under Act on Police 5

Force 571 27 604
Total 792 35 7 834

Chart No. 7: The ways of completion of UTRs witltolice Force units integrated in the
structure of Presidium of Police Force and Minigtfynterior of the Slovak Republic in 2010
received from all obliged entities.

8%

o ZATS / 64
m A/A / 166
O PU podra 171/93 Z.z. / 604

72%

Graph No. 4: The ways of completion of UTRs witliolice Force units integrated in the
structure of Presidium of Police Force and Minigtfynterior of the Slovak Republic in 2010
received from all obliged entities.

In 2010, the Slovak FIU disseminat8d4 information received from obliged entities
upon reporting obligations to competent LEAs. Inigador of Police Force commenced
criminal proceedings in 65 cases under Sectionof@de of Criminal Procedure. In 5 cases
investigator of Police Force imposed indictmentiagtaparticular person under Section 206
of Code of Criminal Procedure.

Total number of information sent to compete384
LEAS

A B
PU under Act oninvestigators | Tota
Information submitted to units of Police Force Police Force

Number of submitted information 618 216 834
Number of proposals to commence criminal
proceedings 46 - -

Number of cases of commenced criminal
proceedings by investigators of Police Force,
Section 199 of Code of Criminal Procedure 15 50 65
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Number of cases of indictments by investigators
of Police Force, Section 206 of Code of Criminal
Procedure 3 2 5
Chart No.8: Statistical data related to efficieo€y TRs in 2010.

A. Units of Police Force performing their tasks undet on Police Force disseminated
information from the Slovak FIU after its verifitan with completed information on
their own findings to investigators or authorizedlige officers as proposals for
commencement of criminal proceedings in 46 caséerehfter, in 15 cases decision
under Section 119 of Code of Criminal Procedure wapglied and in 3 cases under
Section 206 of Criminal Code Procedure. The Slowdlt disseminates information to
those units under Section 26 (2) (a) of AML/CFT Law

B. Investigators of Police Force together with auttedl police officers of Police Force are
law enforcement authorities under Penal Code. Tbeag FIU disseminates information
to those units under Section 26 (2) (a) of AML/CIE&w.

In 2010, the Slovak FIU under Section 26 {Pp{ AML/CFT Law provided tax authority
with 549 information which were received from oleliy entities upon their reporting
obligations. Based on the provided information gaxhorities performed 130 tax controls
and 327 local verifications under the Act No. 5BP2 Coll. on Administration of Taxes and
Charges. There was in total 10 tax controls witllifigs in amount of 1,297,951 EUR. Based
on the provided information by the Slovak FIU thess 1 fine imposed in amount of 3.000,-
EUR in connection with incorrect bookkeeping an@@istrations of VAT were cancelled.

.1.4.
Statistical data concerning the type of recorded U3

In 2010, the Slovak FIU received 1 UTR fromadliged entity concerning PEPs defined
under Section 6 of AML/CFT Law. Based on risk agmio there werel0 UTRs concerning
domestically PERs submitted to the Slovak FIU. [tespf the fact that domestic PEPs are
not defined under AML/CFT Law, the Slovak FIU keegstistical data related to this
category of persons.

Chart No. 9 illustrates statistical data conoey the type of recorded UTRs analyzed and
evaluated by the Slovak FIU. In terms of moneyntiring and terrorist financing cash
operations, operations realized via off-shore zprefased UTs and operations with possible
connection to terrorism appear to be operationk initreased risk.

Recorded type of UTRs Numper of Amount (EUR) oportion in
operations percents
Wire transfers 1,610 1,589,358,160 27.45%
Cash 1,669 460,439,079 7.95%
Foreign wire transfer 613 1,239,861,249 21.41%
Off-shore 89 407,617,800 7.04%
Refused UTs by obliged entity 107 1,301,376,876 47%
Unrealized UTs 19 786,031,713 13.57%
Terrorism / Sanctions 30 5,412,739 0.09%
Total 4,137 5,790,097,616 |100%
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Amount of all received UTRs 4,669,938,328 ‘ ‘

Chart No. 9: Statistical data concerning type cbrded UTs.

Column “Amount (EUR)” illustrates particular typd &Ts. This number does not
correspond with total amount of all received UTRscduse particular operations are
combined with each other (e.g. wire transfer arsthagithdrawal).

.1.5.
Completion of statistical data published in Annualreport 2009

1. Page 18, Chart No. 4, selected statistical data efficiency of UTRs in 2009

As far as documentation and investigation obremic criminal offences, money
laundering and terrorist financing is difficult aong-term process it is not possible to
provide complete results of activity of the Slow@k) and other LEAs in annual report for the
previous calendar year. Based on the above mentioggson it is necessary to complete
statistical data from 2009 which were not publishieAnnual report 2009.

In 2009, the Slovak FIU provided units of eliForce wittB61information. Investigators
of Police Force initiated criminal proceedings1if9 cases under Section 199 of Code of
Criminal Procedure. Ir'71 cases investigator of Police Force imposed inddatmagainst
particular person under Section 206 of Code of @riProcedure.

Total number of information sent to competent 861
LEAS

A B
PU under Acton | Investigators | Total|
Information submitted to units of Police Force Police Force

Number of submitted information 768 93 861
Number of cases of commenced criminal
proceedings by investigators of Police Fofce, 66 93 159

Section 199 of Code of Criminal Procedure
Number of cases of indictments |by
investigators of Police Force, Section 206 of 15 56 71
Code of Criminal Procedure
Chart No. 10: Statistical data related to efficien€ UTRs in 2009.

A. Units of Police Force performing their tasks undet on Police Force disseminated
information provided by the Slovak FIU after itsrifieation with completed information
on their own findings to investigators or authodzpolice officers as proposals for
commencement of criminal proceedings. Thereaftel§6 cases decision under Section
119 of Code of Criminal Procedure was applied and5 cases under Section 206 of
Criminal Code Procedure. The Slovak FIU dissemmat®rmation to those units under
Section 26 (2) (a) of AML/CFT Law.
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B. Investigators of Police Force together with auttesl police officers of Police Force are
law enforcement authorities under Penal Code. Tbeag FIU disseminates information
to those units under Section 26 (2) (a) of AML/CIE&w.

2. Page 12, selected statistical data of postponemeritUTs in 2009
In 2009, there were 69 UTs postponed by obligattien under Section 16 (2) of

AML/CFT Law and information were submitted by thieow&ak FIU to competent LEA for
further proceedings and decision under Code of @@ahProcedure.

Number of UTs postponed under Section 16 of 69

AML/CFT Law

Amount of funds postponed 11,508,280 EUR
- fraud, Section 221 of the Slovak
Penal Code

- failure to pay tax and insurance,
Section 277 of the Slovak Penal Code
- unlawful production and use pof
Predicate criminal offence payment means, electronic money| or
another payment card, Section 219 of
the Slovak Penal Code
- establishing, contriving  and
supporting a terrorist group,
Section 296 of the Slovak Penal Code
Number of cases where criminal proceedings was

commenced by investigators of Police Force, 17
Section 199 of Code of Criminal Procedure
Number of cases where indictment was imposed
by investigators of Police Force, Section 206 of 16
Code of Criminal Procedure

Number cases where fund were seized by

prosecutors, Section 95 of Code of Criminal 14
Procedure
Total number of seized funds by prosecutors 2, B E2R

Chart No. 11: Statistic data of postponement of di@ seizure of funds in 2009

1.2.
Control activity of the Slovak FIU

This area is covered by Obliged Entities” @anDepartment and its main task is to
control compliance to obligations of obliged emstistipulated by AML/CFT Law. The law
requires obliged entities to prepare in writingdtgn activity programme aimed at prevention
of money laundering and terrorist financing (heaéter referred to as ,programme*) where
the primary task is to elaborate and stipulateqeardnce of obligations governed by law with
regard to its own conditions, especially with regp& its scope of business activity
(conclusion of businesses or business relationshpsvell as with respect to organizational
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structure (existence of more branches, subdivisiets). The contentual structure of the
programme is prescribed by the law which must bev@d by obliged entities upon its
creation. The contents of its particular parts ningstonformed to the above mentioned facts
so that persons following the programme, especiattyployees, are able to proceed in
accordance with this programme on a daily basisemferforming control, police officers of
the Obliged Entities” Control Department focus esdly on the control of the programme,
its elaboration and accuracy of its particular pag well as the way of its application within
prevention of money laundering and terrorist finagc control of compliance to other
obligations resulting from the act, especially ey of evaluation of transactions, application
of risk approach to clients and thereto relatedi@aar levels of customer due diligence. For
the purpose of control activity, obliged entityabliged to provide the Slovak FIU with all
necessary cooperation, especially to provide doatatien and information related to the
controlled business relations and cases includifigrmation about persons participating in
those businesses. The Slovak FIU may impose aofirfiée an initiative to impose a fine to
the competent authority or file initiative with theuthority authorized to decide on the
revocation of a license for the conduct of busir@ssther independent profitable activity for
failure to comply with obligations stipulated by AXCFT Law. When determining the
amount of fine, seriousness, duration and conseggenf unlawful activity of obliged entity
or repeated failure or breach to obligations séfed by AML/CFT Law is considered. In
legitimate cases also amount of the controlledstation with identified shortcomings (e.g.
not evaluated, not reported, not postponed) orrddets resulting from the control findings
are considered.

The Slovak FIU is authorized to impose fine for tbibowing administrative offences
under AML/CFT Law:

- under Section 32 for breach of obligation to keegrat as referred to in Section 18 up to
3,319 EUR,

- under Section 33 (1) (a) for detected administeatiffence resulting from breach of some
of provisions of Section 10 (1) to (4), (6) to (1Bection 11 (3), Section 12, Section 14 to
17 and Section 20 up to 165,970 EUR,

- under Section 33 (1) (b) for detected administeatitfence resulting from breach of some
of provisions of Section 18 (1), Section 19 (2)(49, Section 21, Section 24 (1) to (4),
Section 30 (1) and (2) up to 99,582 EUR,

- fine up to 66,388 EUR is possible to impose togddli entity for failure to comply with or
breach of obligation stipulated by AML/CFT Law ibnstated in Section 33 (1) (a)
and (b),

- the Slovak FIU may impose fine under Section 33uf2)}o 331,565 EUR for any other
serious breach of AML/CFT Law, e.g. for repeateéalh of obligation for which a fine
has been imposed in three years preceding.

The Slovak FIU may, under Section 34 of AMLICEaw, file an initiative with the
authority authorized to decide on the revocatiora itense for the conduct of business or
other independent profitable activity if detectéattobliged entity does not comply with or
breaches obligations stipulated by AML/CFT Law foore than 12 consecutive months or
repeatedly.

Except for the above mentioned sanctions &lurfe to comply with obligations in the

field of prevention of money laundering and tersbriinancing it is possible to consider
conduct of particular persons also from the viewcminal liability under Penal Code. In
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case that a person vested with obligation resuftioign his occupation, employment, position
or function fails to report facts indicating thatinsinal offence of money laundering under
Section 233 of Penal Code was committed or UT wardopmed, he might be liable to
commit criminal offence of money laundering undé&42of Penal Code and in case of
conviction there is threat of imprisonment of Btgears.

Because of unification of procedure when penfog controls, internal regulation on
control activity was elaborated for police officec the department which regulates
methodically procedures of police officers whenf@ening controls. The particular ways of
application of some provisions of AML/CFT Law, peature upon performance of controls,
imposing sanctions and dealing with misdemeanaerstgpulated in this regulation.

Obliged Entities” Control Department perforitss activity based on the yearly plan of
controls. The plan is elaborated for the periodméd calendar year. In average three controls
are performed in one month. Based on the precediradysis also categories of obliged
entities specified on the preset criteria are idetl into the yearly plan. These criteria are
determined by outcomes of controls from the previgaars, with the number of received
reports on UTs from various categories of obligatities as well as the intention of the
Slovak FIU in relation to increase of awarenessliged entities and elimination of the most
frequent shortcomings in the activity of obligediges. Based on initiatives from particular
units of the financial police or other informatiobtained by means of operational or service
activity, controls are performed also beyond thenpf such controls are legitimate and well-
grounded with the particular obliged entity. As &8 control findings suggest insufficient
level of awareness of obliged entities, with exmepbf credit institutions, controls are aimed
at detection of shortcomings, way of complianceotdigations of obliged entities and
repression within imposing fines but also at eliation of shortcomings when performing on-
site visits by means of advice, interpretation @i land looking for optimal solutions by
means of control of problems identified, especiailyelation to elaboration of programme of
own activity and way of performance of obligationdine with law.

Head of Obliged Entities” Control Departmentl also police officers of the department
regularly attend working meetings where they sgbweblems arisen in connection with
administrative proceedings in connection with impgsfines to obliged entities. Such
meetings are realized with officers of Public Adisiration Department of Ministry of
Interior of the Slovak Republic in relation to pmrhance of administrative proceedings and
legislative questions as well as with officers @bBomic Department of Ministry of Interior
of the Slovak Republic in relation to unpaid fingstalment calendar and fine records. Then
the meetings are realized also with other autlesiitsuch as officers of the National Bank of
Slovakia, Ministry of Finance of the Slovak RepuabliTax Directorate and tax offices,
especially related to the exchange of experienad karowledge acquired upon controls
already performed and ensuring cooperation withomtj controls. Thirdly, there is
cooperation with representatives of professionghnizations, associations and associations
of obliged entities, such as chambers of execubasassociation, corporations etc. aimed at
especially elimination of shortcomings identifiedemsuring the performance of duties with
multiple obliged entities associated within an oigation.

Within cooperation with obliged entities angidance given to them upon performance of
their duties arisen from the law, Obliged Entiti€dntrol Department provides guidance and
advice on particular application problems. Guidaredvice and guidelines are published
based on the request of obliged entity, professiorganizations and association of obliged
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entities or based on the own initiative when theme shortcomings within the application of
the law in practice. In 2010, there were 15 adwicd positions provided, especially for some
credit institutions, also financial institutional,g. the Central Securities Depository, securities
dealer, association of housing co-operatives, #&sme of insurance companies, health care
insurance company, postal undertaking, also basedequest of the National Bank of
Slovakia and Ministry of Finance of the Slovak Relpu Advice mostly related to
ambiguous definitions in the law and opacity withine practical application of particular
obligation of obliged entities. Head and police iadfs of Obliged Entities” Control
Department participated also in trainings of empksy of obliged entity or members of its
professional organization in the form of preseotatr discussion.

Obliged Entities” Control Department also [mhes guidelines and interpretation of law
on the website of the Slovak FIU as a form of @asise for obliged entities. This kind of
activity will be even intensified and the increasewareness of obliged entities will be
strengthened by means of our webpage and meetiitgsrepresentatives of professional
organizations of obliged entities.

Because some controls initiated in 2009 were teaed in the course of 2010, there
are statistical data for year 2009 displayed irrtcNa. 12. All the controls initiated in 2009
have been terminated. Police officers of the depamt initiated in total 36 controls of obliged
entities in 2010, please, see chart No. 12

Obliged entity 2009| 2010 Control findings in 2009 and 2010

- incorrect programme

- no programme

- shortcomings in customer due
diligence

Exchange offices

- no shortcomings

- formal shortcomings
- no programme
Leasing, factoring 4 4 - incorrect programme
- lack of trainings

Gambling game operator 0 2

Monetary services 1 0 - incorrect progmaen

- Nno programme

- no shortcomings
Companies carrying out transaction - incorrect programme
in amount of 15,000 EUR at least

Real-estate agency 3 3

- incorrect programme

- no shortcomings

- lack of documents submitted
- incorrect programme

- no shortcomings

Tax advisor, accountant 0 6 - incorrect programme

- lack of trainings

Auction company 1 1

Non-banking loans 1 1

Pension asset management company 0 1 ineorrect programme
Supplementary pension insurance 0 1 - no shortcomings
company

Pawnshop 0 2 - incorrect programme
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Trader in precious stones 0 1 - Mhoprogramme
- no shortcomings

Court executor 0 2 - formal shortcomings in programn
and customer due diligence

Notary 0 1 - no shortcomings

Trader in receivables 0 1 - shortcomings In programme and
customer due diligence

Trader in precious metals 0 1 shortcomings in programme

Financial agent 0 1 - Incorrect programme

Credit institution 0 1 - no shortcomings

Foundations 0 2 - no shortcomings

Branch of a foreign insurance 1 1 - incorrect programme

company - formal shortcomings

Foreign bank branch 1 0 -no shortcomings

Securities dealer 2 0 - no shortcomings

Total: 21 36

Chart No. 12: Statistical data about controls pentd in 2009 and 2010.

Within the performed controls of obliged entities 2009, 14 decisions were issued to
impose a fine, amount of which reached 58,100 ECétnpared to the previous year, number

of controls decreased as far as new AML/CFT Lawct Wo. 297/2008 Coll. by its entering

into force broadened the scope of obligations digeld entities, especially in the field of
customer due diligence (customer due diligencephkiied due diligence, enhanced due
diligence), as well as the scope of activities geenied within procedures from detection of
UT until its reporting to the Slovak FIU which rdt®a in increased time severity when
performing control. This trend was also influendsdwork done on already initiated control
files during the previous period and by the fadttin certain period there was a parallel

control of compliance to obligations under prowsimf Act No. 297/2008 Coll. and Act No.

367/2000 Coll.

There were 16 decisions on fine issued within th&rols of obliged entities performed in
2009, the amount of fines was 59,150 EUR. Therewérdecision on fine issued within the

controls of obliged entities in 2010, the amountimés was 18,050 EUR.

Year No. of W'th(\)N{tjly of completion Amount of | Paid-up in Féicé\ézy
controls Ithou i sanction in EUR EUR
sanctions Sanction means
2009 21 5 16 59.150 57.15( 2.000
2010 36 21 15 18.050 18.050 0
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Chart No. 13: Number and amount of sanctions impasethe Slovak FIU in 2009 and 2010.

1.3.
International cooperation

This area is covered by International CoopanaDepartment and its task is to make use
of international cooperation in order to achievie@fve information exchange necessary for
own activity of the Slovak FIU. Another task is receive information and experience from
foreign FIUs in order to use them in the perforneatthe Slovak FIU and legislative issues.

Police officers of the department cooperati foreign FIUs within information exchange
in order to verify, detect or prevent money laumterand terrorist financing. Information
exchange includes especially information from UTd$ the department represents also an
important supportfor local Financial Police Departments of BCOC as &s it ensures
international cooperation within cases verified forssible money laundering under the
competence of BCOC.

Information exchange is secured by means ofypied electronic security network ESW
(Egmont Secure Web) created within the internatiasrganization Egmont Group and
project FIU.NET in accordance with Section 28 of BKFT Law and Section 77a of Act on
Police Force. International cooperation at thell@f FIUs associated in Egmont Group was
realized by the Slovak FIU with 57 foreign partik@ds out of total 121 member countries of
Egmont Group. The most frequeaboperation was realized with the FIU of the Czech
Republic, Hungary, USA, Austria, Germany, Italy dhd United Kingdom.

Within FIU.NET which is used by member statéshe European Union, out of total 22
connected FIUs, the most frequent and intense cabpe in 2010 was realized with FIU
Poland, Germany, France, Italy, Luxembourg, SgamUnited Kingdom and Slovenia.

Number of
Oown spontaneous
request for Information/ information
FIU informatio Foreign request disseminated Feedback on the use| Consent granted to
n for information abroad of information foreign third parties
Armenia 0 0 1 1 1
Australia 0 0 0 0 1
Bahrain 0 1 0 0 0
Belgium 1 4 1 2 0
Belarus 0 1 1 0 1
Bosnia — Herzegovina 1 1 1 1 0
Bulgaria 1 0 1 0 1
Cyprus 4 2 5 2 2
The Czech Republic 11 15 71 2 4
Montenegro 0 1 0 0 0
Egypt 0 0 1 0 0
Estonia 0 1 0 0 0
Philippines 0 2 0 0 0
Finland 1 4 1 0 1
France 2 0 2 0 1
Greece 0 1 2 0 0
Georgia 0 0 1 0 0
Guernsey 1 1 0 0 0
The Netherlands 2 0 2 0 0
Hong Kong 2 0 0 0 0
Croatia 1 3 1 0 0
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Chart No. 14: Selected indicators of internaticradperation in 2010.

Interpretative notes to particular columns in ciinot 14:

own requests for information, requests from thev&foFIU related to own cases
addressed to foreign FlUs,

information /request from abroad, information fréoneign FIUs for the Slovak FIU

or requests for verification of Slovak subjectsradded from another FIU,

number of information disseminated from UTs, infatran obtained by the Slovak
FIU from obliged entities sent to foreign FIUs afits verification,

information on UTs — feedback, foreign FIUs serfbimation on utilization of the

provided information to the Slovak FIU, after verdtion the information were

inserted in the database of the foreign FIU,

consent to disseminate the provided informationUdrs to the third party, foreign

FIUs requested the Slovak FIU for consent to dissata the provided information
for needs of a foreign third party (LEA, tax andgtmms authorities).

Out of 374 information provided to foreign ElUthere were 115 information used for
operational (intelligence) purposes of foreign LEAS

Two representatives of the Slovak FIU are noteith@s contact points of CARIN network
(Camden Asset Recovery Inter-Agency Network) onalfebf the Slovak Republic which
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was established at the launch conference heldeirHtigue on 22 — 23 September 2004. It is
informal network of practitioners and experts amsl aim is to improve knowledge on
methods and techniques in the area of cross-baddtification, freezing, seizure and
confiscation of proceeds of criminal activity ohet property derived from criminal activity.
Plenary meetings of CARIN are held annually aneératéd by representatives of member
states and observer countries, currently it isd&@tries worldwide. The aim of the meetings
is to enhance international cooperation in thedfiel identification of assets derived from
criminal activity and its subsequent seizure andfisoation at the international level and
Exchange of practical experience. Annual reportduating cooperation of the countries are
published within this network as well.

Police officers of International Cooperatioredartment cooperate very closely with
Property Check-up Department when performing taglssilting to the Slovak FIU from
Council Decision 2007/845/JHA of 6 December 200@ceoning cooperation between Asset
Recovery Offices of the Member States in the fa@ldracing and identification of proceeds
from, or other property relate to, crime.

International Cooperation Department is alesponsible for performance of tasks
resulting from membership of the Slovak RepublicAnalytical Work File called AWF
SUSTRANS. The file has been established as one6ohrhlytical files administered by
Europol and it focuses on suspicious transactiBaosopol provides support to Member States
of the European Union into investigations of moh@yndering and terrorist financing by
means of analysis of information. The Slovak Fldvded 9 reports into AWF SUSTRANS
in 2010.

Police officers of International Cooperatiordartment also regularly attend meetings of
working groups and committees of the European Casion, Council of Europe etc., as
follows:

- Committee on the Prevention of Money Laundering @rdorist Financing which is a
sub-committee of the European Commission, DG lialdvtarket and Services,

- FIU platform which is a sub-committee of the EurapeCommission, DG Justice,
Freedom and Security, it gathers financial intelige units of member states of the
European Union,

- ARO platform which is a sub-committee of the Euramp€ommission, DG Home Affairs
and it gathers Asset Recovery Offices,

- Meeting of the Conference of the parties of Courmil Europe Convention on
Laundering, Search, Seizure and Confiscation ofRteeeds from Crime and on the
Financing of Terrorism No. 198 of 2005

- Committee of experts of Council of Europe on thaleation of anti-money laundering
measures and financing of terrorism - MONEYVAL

4th round of evaluation of the Slovak Republic by @mmittee of experts of Council of
Europe MONEYVAL

Based on the schedule of committee of exp®ErSouncil of Europe for legislative and
institutional framework of combating money laundgriand terrorist financing called
MONEYVAL, on-site visit was held between 2 and 9t@er 2010 in Bratislava. The
objective of the visit was to consider and evaluagasures in the field of enforcement of
rules in combating money laundering and terromsricing in the Slovak Republic within the
fourth round of evaluation.
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This committee monitors member states of Cbufidcurope in the field of basic rules in
combating money laundering and terrorist finan@nd evaluates its members on the basis of
international standards coming from so-called ,basference framework". The framework is
constituted by 40+9 FATF (Financial Action Task ¢@r Recommendations which the
Slovak Republic as one of founder members commttieichplement into the national legal
system.

Evaluation mission was held as the second gfattte fourth round of monitoring of the
Slovak Republic by MONEYVAL Committee of Council Burope and its primary objective
was to evaluate progress achieved in the fieldoofilzating money maundering and terrorist
financing in the Slovak Republic especially frone thiew of effectiveness since the third
round held in 2005. Negotiations were held as mgstiwith representatives of particular
authorities which participated in elaboration ofegtionnaire and their activity directly or
indirectly relates to combating money launderingl aerrorist financing, as well as with
representatives of commercial sector, especialgmfrfinancial field and Professional
associations.

Interlocutory findings of evaluators after thealuation mission show that in comparison
to the third round of evaluation the Slovak Republilopted several important legislative and
practical measures ensuring elimination of shoriogs) especially in the field of prevention.
Evaluators elaborated interlocutory report relatedkey findings for particular evaluated
segments: legal part, financial part and law erorent par(SLOVAKIA 4™ ROUND ON-
SITE VISIT — KEY FINDINGS).

Interlocutory report observes that the mogiantant change in the field of prevention was
adoption of the new preventive AML/CFT Law (Act N297/2008 Coll.) effective as of 1
September 2008. The Slovak FIU is the authorityitledt to explain its provisions.
Representatives of the Slovak FIU explained in ibete legislative and institutional
framework of prevention of money laundering andaest financing. The Slovak FIU is
a part of it and is responsible for the preventiod detection of that kind of criminal activity
within the police structure.

1.4.
Financial verification

Property Check-up Department is responsible fisrdhea and ensures performance of
Council Decision 2007/845/JHA of 6 December 2002QQ7 concerning cooperation
between Asset Recovery Offices (hereinafter refetoeas “ARQO”) of the Member States in
the field of tracing and identification of proceeflem, or other property relate to, crime.
Based on this Decision the Slovak FIU was desighate a national ARO responsible for
tracing and identification of property derived froonime. Cooperation between national
AROs is realized in accordance with the procedarestime limits provided for in Council
Framework Decision 2006/960/JHA on simplifying tlexchange of information and
intelligence between law enforcement authoritiestted Member States of the European
Union. Information exchange is also realized vieimal network of experts CARIN (The
Camden Asset Recovery Inter-Agency Network), thev&t Republic has been its member
since 2004.
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In 2010 we received 21 requests for finaneailfication from foreign services — AROs or
CARIN members: 10 x the Czech Republic, 6 x Unk&agdom, 2 x Belgium, 1 x Hungary,
1 x USA, 1 x Germany. ARO of the Slovak Republiabairated 4 requests for financial
verification sent abroad - 1 x the Czech Repuldlig,Hungary, 1 x Poland, 1 x Spain. ARO
of the Slovak Republic performed 3 financial veations based on the requests of units of
the Police Force within the Slovak Republic.

Information related to bank accounts, movables iamdovables as well as information
concerning criminal records of persons are requividin those requests. When performing
financial verification, police officers of the depaent follow provisions defined in Act on
Police Force and internal regulation stipulatinggedures when detecting financial status of
persons and for the purpose of custodial acts oAd. Bimed at detection, seizure and
recovery of proceeds of criminal activity. This wéagion stipulates the scope and way of
financial verification as well as the scope of &ddial information being detected. The
Slovak FIU also elaborated methodological guidalidescribing in detail kinds of securities
and showing pictures of safe deposit boxes keythigr immediate identification once being
seized within acts of Code of Criminal Procedure.

On 4.3.2010 Act No. 101/2010 Caoll. on the PrafaOrigin of Property was adopted which
became effective as of 1.1.2011. The purpose ofattteis to stipulate conditions and
procedures of public authorities in forfeiture ahmovable property, movable assets,
apartments and non-housing premises, other propegtits and other asset values, funds in
cash in euros and foreign currency, deposits irkdand foreign bank branches in euros and
foreign currency and deposits in banks residingpatbrto a natural person and legal person
about which the court in proceedings under thisdestlared that they have acquired the
property from illegal income. Service of the finai@olice performs the proceedings from
the receipt of notification until submission of giegtion to a competent prosecutor’s Office.

In order to coordinate procedure of policeiceifs of the financial police upon receipt,
analysis and verification of notifications undertAdo. 101/2010 Coll., the Slovak FIU
elaborated internal regulation which methodolodycatipulates procedure of police officers
ensuring the activity in the field of proof of omgof property. In December 2010 there was
a training for all police officers of the financiglolice devoted for performance of tasks
related to proving the origin of property under Ai. 101/2010 Coll. and internal regulation.

As far as pre-trial proceedings under Act M@1/2010 Coll. is performed by prosecutor’s
offices as well as the financial police, represeévea of the Slovak FIU and General
Prosecutor’s Office of the Slovak Republic met atoBhmon sessions where anticipated
application shortcomings of the act were discus€smnmon procedure was agreed and both
parties designated contact persons for coordination

Ministry of Interior of the Slovak Republicdreased of staff of the financial police and in
case there is significant increase of receivedinations, the staff will be reinforced again.

1.5.
Analytical activities
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Analytical Department was established on D@9as there was need to perform new legal
duties related to collection, registering and asialyof data defined in Section 27 of
AML/CFT Law for the purpose of publishing summadzsatistical data in the annual report
of the Slovak FIU. Analytical Department also elesufeedback information on effectiveness
of UTs for obliged entities reporting UTs so thiag bbliged entity may see the review of the
reports and its efficiency. As far as the obligaditg considers certain abnormalities being
apparently beyond the common framework or the abtaraf transactions of a certain type or
of a certain client with regards to its complexitgntents or singularity and from its point of
view the transaction is evaluated as unusualh®mneeds of the obliged entity feedback from
the Slovak FIU is essential. The Slovak FIU prosidgormation about efficiency of reports
once in 3 months for credit institutions and oneéd imonths for other obliged entities. The
provided feedback shows the obliged entity theewvof efficiency of UTRs. The Slovak
FIU provides reference number of the Slovak FIU #ral obliged entity, information about
person involved in the report, name of state aitthowhere the information was
disseminated, legal qualification of the dissenedainformation, where unit of the Police
Force occurs also way of finalization of the diss&ted information, with information on
case number and acts performed within Code of @ah®rocedure or Act on Police Force
and legal qualification of the case. Because efléimgth of the proceedings overlapping one
calendar year, information about acts performeditoy of the Police Force are published on
page 15 (for year 2010) and on page 17 (for ye@®p@nd the data about acts performed
under Code of Criminal Procedure or Act on PolioecE for year 2011 will be updated in the
following annual reports.

The department also publishes information abwms and ways of money laundering and
terrorist financing and about ways of recognizingisfor needs of obliged entities. In the
course of 2010 the Slovak FIU published 8 guidslineglated to recorded ways of money
laundering and their recognizing and 1 guidelifatesl to financing terrorism on its website
http://www.minv.sk/?financna-policialhe Slovak FIU published general and specific svay
of recognizing UTs related to the following arehanking, insurance, leasing, auditor and
accountancy, executor, service of public messengeaitestate activity. The Slovak FIU also
published 1 notification for obliged entities re&dtto content shortcomings in UTRs.

Guidelines published by the Slovak FIU in the cew§2010:

1. Guidelines for credit institutions related toogedure upon the case of phishing or
pharming and their modifications.

2. Guidelines for advocates related to the mistiséient account for the purpose of declaring
contractual relationship and image of real business

3. Guidelines for credit institutions related ta &iminal offences with impact to the state

budget of a Member state of the European Union lagdlization of such values, their
placement and disguise.
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4. Guidelines for leasing companies for the reasfoprevention of high damage for leasing
companies in connection with fraudulent activitiesid subsequent legalization and
concealment of such income.

5. Guidelines for credit institutions related te tmisuse of EFT POS terminals in connection
with performance of pre-authorizations, fictitiousincellations with damage for credit
institution and subsequent legalization and comeeat of such income.

6. Guidelines for credit institutions related tés&aidentification documents and their misuse
for criminal activities for the purpose of moneytaering and terrorist financing.

7. Guidelines for companies performing busineswiacof gambling game operators, online
bets in connection with purpose credits on gamewatdcand its misuse for the purpose of
declaring income.

8. Warning and guidelines for entrepreneurs beinlgged entity because of performance of
transaction in amount of 15.000 EUR or more.

9. Guidelines for credit institutions related totguaial way of terrorist financing with
description of possible indicators of higher riglori the view of terrorist financing or
indicating transactions having relation with adtes of extremism or terrorist groups.

1.6.
Methods of money laundering

Since new AML/CFT Law (Act No. 297/2008 Colbgcame effective as of 1 September
2008, the Slovak FIU received information which gv@nalyzed and verified and showing
higher risk of money laundering. The Slovak FlUdpgreat deal of attention to such cases
and after its dissemination to LEAs continues topaate on them.

1.
The most often used methods of money laundering rexded by the Slovak FIU in 2010.

1. The use of intermediary and money transfer serwiceases of phishing and its
modifications.

2. Placement of proceeds of criminal activity — ingrfraud — into a country different
from a country where the injured party lives andsaguent disconnection of the chain
by cash withdrawal and transfer of cash by fromspes. The use of free movement of
people within the Schengen area.

3. Merge of legal income with illegal income derivesbecially from serious tax and
other economic crime.
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4. Disguise of financial flows by means of fictitiousisiness relationships of front
companies. Misuse of off shore companies.

5. Opening of ,sleeping” accounts and their later iasdransfer of funds.

6. Failure to declare the account for business agtivit

7. Transfer of apart of system of payment in bordes-lareas to the territory of
a neighbouring country.

8. Method of back loan.

9. Misuse of family members and front persons, alseifmers.

10.Misuse of falsified documents.

11.Investments into real-estate.

12.Concealment of proceeds of criminal activity on casds and safe deposit boxes
abroad.

13.Deposition of proceeds of criminal activity on lifesurance accounts.

14.Misuse of gambling accounts in online bets.

15.Withdrawal of funds from European Communities budged their subsequent
legalization by declaring fictitious business reaships, especially consulting
services.

Money laundering case
Misuse of payment terminals

Four Italian nationals with permission to stay he tterritory of the Slovak Republic for
business purposes established a Slovak companyteflintiability company) seated in
Bratislava in August 2008. Each of the foreignead h quarter property share in the company
and one of them was a proxy of the company as well.

When arranging permissions for stay and reggish of the company, the foreigners also
searched possibilities in Slovak banks to opengmaisand company accounts, provision with
payment terminal and payment system with paymentitel. After this search the foreigners
opened 45 personal accounts in 12 Slovak bank® dusiness accounts for the company in
2 Slovak banks. Payment cards were issued toealidhounts. The banks concluded contracts
about free-of-charge use of mobile payment terminal business accounts. Then the
foreigners deposited amount of 10.000,- EUR toesgergle personal account opened in the
banks. In order to create image of good standiegdreigners performed a few transactions
in smaller amounts on their personal accounts. Saretions of a small value were performed
via payment terminals at first. Then in Decembed@the persons performed by payment
cards transactions called pre-authorizations frdmairt personal accounts via payment
terminals of the company.

Pre-authorization payments consist of two step setting of pre-authorization and
completion of pre-authorization which may be plaeethin a few minutes up to a few days,
according to the trader’s needs doing the paymépbn setting of pre-authorization the
trader verifies whether the client submitting amawpt card has enough funds on his account
and in case he does, the trader inserts his clairléaring for the future when the payment
card is submitted again. Pre-authorization remaissrted in the system of processing of
payments and in case the trader sets pre-authonzetde in the future, pre-authorization is
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completed and the payment is cleared from the tti§eaccount. Upon setting of pre-
authorization the balance of the account is chedkethe client’s account for processing of
the payment but the payment is not directly cleasedlocked. Upon completion of pre-
authorization the balance of the account alreadwyats checked for performance of the
payment and the payment is cleared.

In our case there was verification of balaatéhe accounts on personal accounts opened
in 12 banks seated in the Slovak Republic uponaptberization. After completion of pre-
authorization, before final clearance of the tratisas from personal accounts, the foreigners
withdrew all the funds from their personal accoumssng their payment cards. Then at the
end of December 2008, in time when the banks agid émployees paid attention to smooth
technical assurance of national currency transitioBUR, the foreigner submitted orders to
complete pre-authorizations for benefit of the camp This way they assured that the
accounts of the company were credited with fundset@leducted from personal accounts of
the foreigners. Because the funds had already batrawn, debits on the personal
accounts in total amount of 350,000,- EUR emergedds in the same amount were credited
to the accounts of the company and immediately dedttvn via payment cards from ATM
machines in cash. Part of the cash was depositéldeto personal accounts in one Slovak
bank and immediately transferred to a personalwatcof one of the foreigners conducted in
Monaco, in total amount of 265,000,- EUR and 4 pants in amount of 15,000,- EUR each
transferred to Italy to personal accounts of threifmers. The remaining funds were left to be
used by the foreigners.

This case was extraordinary from the view rgfcgse and long-term preparation to commit
a criminal offence, investment of own funds, wéibsen line of business of the company —
trading with textiles, sophisticated modus operaeduiring thorough knowledge of banking
system and its operation and also timing of pré@ugation in time of transition to a new
currency.

Investigator of the Police Force initiatedntnal proceedings in the case under Section
199 (1) of Code of Criminal Procedure for seriotisme of fraud under Section 221 (1), (4)
(a) of Penal Code together with serious crime oheyolaundering under 233 (1) (a), (4) (a)
of Penal Code with possible charge up to 20 yeliregrisonment.
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2. New methods that about to occur and anticipatettends for the coming period

1.

9.

10.

11.

Misuse of payment institution, its establishment ftbhe purpose of disguise of
financial flows and ML.

Expansion of foreign payment institutions in theitery of the Slovak Republic for
the purpose of establishment of its own controfigstem of payment.

Establishment of specialized companies and expetéorming concealment and
placement of proceeds of criminal activity and tiegalization made-to-order.

Investments of foreign subjects committing crimiakivity in the territory of the
Slovak Republic and vice versa. It concerns espgdiavestments into real estate,
companies, securities and high value goods.

Boom of the use of domestic and foreign accountsifieline bets.
Efforts to expand high gambling into the territafythe Slovak Republic.

Progressive transition of trafficking in human lggrand drugs from natural persons to
companies with ambition to introduce proceeds ehsactivity into the legal system
as well as to facilitate system of payment.

Progressive and unconscious involvement of nomfira sector into the process of
ML by advocates, auditors, accountants and reateeagents.

Misuse of cash couriers and postal offices.

Increase in number of establishments of non-profganizations and increased
number of foreign financial transactions performiough those organizations,
misuse of foundations and sports clubs.

Persisting effort to perform conversion of bankesoof the previous Slovak currency
to euros through front persons, especially in cafélegal profits coming from
corruption and organized crime.
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12.Placement of proceeds of criminal activity to acusuof life insurance and other
alternative forms of saving products, not in créastitutions.

1.7.
Terrorist Financing

Penal Code effective as of 1.1.2010 includeeraled Section 419 related to terrorism
where there is a new legal qualification of crimhiatience of terrorist financing in paragraph
2 letter a) in compliance with Special FATF Recomdedion I. related to criminalization of
terrorist financing. The said provision stipulatdgt any person shall be punished for
collection or provision of funds designated forréeism. Preventive law defines terrorist
financing in Section 3 of AML/CFT Law which becam#ective as of 1.9.2008.

The Slovak FIU as a unit responsible for préa of terrorist financing under AML/CFT
Law puts emphasis on prevention and informs obligetities about new forms and ways of
terrorist financing in its trainings. In 2010 théo®k FIU received 55 UTRs from credit
institutions classified as reports with possibl&tien with terrorist financing. Those were
disseminated to Anti-Terrorist Unit of Bureau of r@lmating Organized Crime after analysis
and verification. As far as the Slovak FIU and ARhgrrorist Unit are central units in the
organizational structure of Bureau of Combating adiged Crime, activity of the both is
linked. Their joint cooperation does not limit ortty one-way flow of information from the
Slovak FIU towards Anti-Terrorist Unit. The SlovakiU also ensures verification of
information obtained from its own activity or aativ of Anti-Terrorist Unit using foreign
intelligence units. In 2010 the Slovak FIU disseatéud 16 requests related to terrorist
financing to foreign FlUs.

The Slovak FIU received UTRs on terrorist fioeg from credit institutions only. That is
why the Slovak FIU shall focus on terrorist finamgiin its trainings for other financial
institutions and non-financial institutions, espdgi risk groups: non-profit organizations,
advocates, notaries, real estate agencies, casinos.

The Slovak FIU perceives national legislatam non-profit organizations as insufficient
so the Slovak FIU shall propose amendment. The dment should include restriction for
non-profit organizations to accept anonymous dépokmitations for cash deposits, ensure
thorough identification of donors and detailed relc«keeping of domestic and foreign
payments. Overall activity of non-profit organizats should be properly controlled with the
aim to prevent their misuse for disguise or coroeal of funds designated for terrorist
financing.

All reported UTs classified as reports witlsgible links to terrorist financing related to:

- persons coming from countries with higher securgly,

- persons with stay in countries with higher secunigiy,

- persons with historical relation to countries whilgher security risk (born in the country,
currently living in the European Union or citizehtbe European Union),

- business relations with such countries,

- persons where obliged entity detected a match \wiferson listed on the list of
sanctioned persons, after analysis and evaluatyoimdy Slovak FIU, Anti-Terrorist Unit
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and additional identification data about sanctionmisons it was detected that the
reported subjects are not identical with persontherist of sanctioned persons.

Analysis of received UTRs by the Slovak FlWeaaled that the Slovak Republic is just
a transit country in recorded financial transacioRunds are resent for benefit of foreign
bank accounts including intense use of transfemsofi-shore zones. In the cases the bank
accounts are established by persons with no ral&ithe Slovak Republic.

With regard to potential risk of possible terst financing the Slovak FIU shall pay more
attention to the following areas:

- the Slovak FIU shall focus on training activitielsrizsk categories of obliged entities such
as: non-profit organizations, advocates, notaaespuntants, real estate agencies, casinos,
traders in luxury goods, antiques, precious mefatsyiders of postal services, providers of
monetary services, securities dealers, traders wvatteivables, with the aim to raise
awareness of the mentioned obliged entities ab®utmethods of terrorist financing

- non-profit organizations, from the point of the &i& FIU legislation framework is ensured
insufficiently, the Slovak FIU analyses it and $hatopose to authorities performing
supervision over non-profit organizations to amiagislation in order to be compliant with
Special FATF Recommendation VIII.,

- front companies,

- persons trying to obtain visa to the Slovak Repmulbdir fictitious reason, e.g. studies,
participation at a conference, sports activities ey make use of falsified documents with
the aim to settle in countries of the European Wrand to enlarge community which might
be potentially misused for support of terrorisi\aties,

- trading with arms.

11.8.
Publishing of information

The Slovak FIU within its active cooperationtiwobliged entities ensures publishing
information about new forms and ways of ML and tiferation of UTs in the form of
guidelines and notifications via its webditip://www.minv.sk/?financna-policialhe Slovak
FIU also publishes guidelines on the applicationpodvisions of AML/CFT Law No.
297/2008 Coll. and FATF and Moneyval statements memdmmendations. For the use by
police the Slovak published information relatedidentification of proceeds of criminal
activity.

In order to apply Section 17 of AML/CFT Lawroectly in relation with provision of
obligatory information by obliged entities when ogfing UTs and to eliminate repeated
shortcomings in reports, The Slovak FIU elaboraad published recommended forms of
UTRs for banks, insurance companies, real estadmcags and a general form for other
obliged entities on its websitétp://www.minv.sk/?financna-policidDespite the fact the law
does not prescribe exact form of UTRs, the majoatyobliged entities accepted the
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recommended forms what simplifies further processih UTRs and eliminates faults done
by obliged entity upon performance of reportingigégtion.

The Slovak FIU published contact details fagrformance of reporting obligation
compliant with law on its website. It states thafRJis possible to report by person to the
place where the Slovak FIU’s premises are, in ngijti electronically to email
sifpao@minv.skby telephone with condition to report by persionwriting or electronically
in 3 days.

There are guidelines and notifications imputrtéor obliged entities published on the
website of the Slovak FIU, in the part ,for apptioa of law“. In the course of 2010 the
Slovak FIU published 4 guidelines related to sel@gbrovisions of AML/CFT Law on its
websitehttp://www.minv.sk/?financna-policia

As well, in the course of 2010 the Slovak FIU psbéd 8 guidelines related to recorded
ways of legalization and their recognizing in thartp,for application of law" for the
following fields: banking, insurance, leasing, aadiand accountancy, executor, services of
public messengers, real estate activity and 1 gomleelated to terrorist financing. There is
also 1 notification for obliged entities relatedctantent shortcomings in UTRs.

Summarized statistical data about activitytleé Slovak FIU and all state authorities
combating money laundering and terrorist finanang published in the part ,annual report”
where there is annual report of the Slovak FlUyar 2009 in Slovak and English version.

In the part ,ARO" the Slovak FIU published anfmation related to identification of
proceeds of criminal activity for needs of policgts in connection with competence of the
Slovak FIU in the field of detection and identifican of property derived of criminal activity.

V.
Summarized statistical data for the Slovak Republic

Summarized statistical data presented in p&ts and 1V.2. were provided by all state
authorities in the Slovak Republic performing tagken by law in the field. The information
were obtained from activity of units of the Polieerce under Act on Police Force, LEAs and
courts under the competence of Ministry of Interadrthe Slovak Republic, Ministry of
Finance of the Slovak Republic, General Prosecit@ffice of the Slovak Republic and
Ministry of Justice of the Slovak Republic. Summad review of statistical data is divided
into three parts as follows: IV.1. statistical datlated to criminal offence of money
laundering, IV. 2. related to all criminal offencaad IV.3. related to import, export and
transit of funds in cash or other equivalent mearzayment through the customs territory of
the European Union.

V.1.
Statistical data related to criminal offence of moery laundering
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As far as in 2010 courts were bringing dedcisialso based on provisions of Sections 252
and 252a of the old Penal Code No. 140/1961 Cslaraended and also based provisions of
Sections 233 and 234 of Penal Code No. 300/200b ®hg in force as of 1 January 2001,
the statistical data in the part Ministry of Justiof the Slovak Republic are displayed
together. In chart No. 17 there are complete sizdisdata related to criminal offence of ML
which were obtained by the Slovak FIU from stat¢harities: Ministry of Interior of the
Slovak Republic (MI), General Prosecutor’'s OfficePQ) and Ministry of Justice of the
Slovak Republic (MJ).
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Provision of M GP MJ
Code of L
NO. | ~riminal Description No. of | NO: Of No. of | NO- Of | N of | NO- Of
person| Damage person person| Damage
Procedure cases S cases S cases S
Suggestion for criminal criminal
1. proceedings submitted by 43 72 41.262.004
operative units of PF
2. | Section 199 |COmmencement —of  criminal -, 3.476.727
proceedings
3. | Section 206 |Exhibit of charge 15 29 1.246.209
4. | Section 209 Termination of |nve§t|gat|on with 10 16 4.700.575
proposal of accusation
5 | section 215 Dlscontlnuatlon of  crimingl 1 0 0 0 0
proceedings
6. | Section 228 (yoUsPension - of - criminal -, 5 2 751.890 | 0 0
proceedings
Conditional suspension
7. | Section 216 |criminal proceedings b 1 1
prosecutor
8. | Section 228 (gC0Ntinuation —of crimingl 1 5.663 0 0
proceedings
9. | Section 234 |Indictment 16
10. | Section 284 |Judgement 7 147.147
11. | Section 331 Agr_eement of guilt an 6 6 1
punishment
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Chart No. 15: Statistical data related to criminaloffence of money laundering, value in EUR.
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IV.2.

Statistical data related to all criminal offences

As far as it is essential to prove proceedmfcrime and funds for commitment of crime,
their placement, nature, state and price underid®®edtl9 (1) (f) of Code of Criminal
Procedure within criminal proceedings, the follogvistatistical data related to evidence
within criminal proceedings in connection with sizproperty were obtained from police
units.

Section 10 o(7), (8)

Provisions (@), (b) and (c) of

No of Code of Description Code of Criminal
' Criminal Procedure

Procedure Number | Value in

of cases EUR
1. Section 89| Obligation to surrender a thing 3369.2,416,219

2. Section 91 Dispossession of a thing 59 370,406

3. Section 92 Takeover of a seized thing 1.306 QBR@

4, Section 95 Freezing of funds 22 732,033
5. Section 96 Seizure of booked securiti¢s 1 3,000
6. Section 97 Return of a thing 2,218 2,120,459

Surrender of a thing
(international legal assistance)
Seizure of property
(international legal assistance)

7. Section 550 13 4,738

8. Section 551

5 1,381,638

Chart No. 16: Acts of criminal proceedings realibgdauthorities defined in Section 10 o(7),
(8) (a), (b) and (c) of Code of Criminal Procedure

IV.3.
Statistical data related to transit of funds in cab

Under Section 4 (1) of Act No. 199/2004 Cd@lustoms Act and on amendments and
supplements to certain acts, funds in cash entéhniaderritory of the Slovak Republic from
the third country or leaving the territory of théo®k Republic to the third country are
subject to customs supervision. Funds in cash meaketable financial bearer instruments
including monetary bearer instruments such as ltrallecks, marketable instruments —
checks, own bills, postal notes in the form of keaecurity without restriction drawn on a
fictitious payee or in such form that the legalimlas transferable to another person by its
delivery as well as incomplete instruments inclgdthecks, own bills and signed postal notes
without the name of receiver and all banknotesads circulating as a tool of exchange.



Reporting obligation accrues under Sectior2of Act No. 199/2004 Coll. for natural
entity transporting funds in cash in amount attld&s000 EUR. The natural entity is obliged
to report this fact in writing to the customs offim place where the transport is realized, on a
form. The customs office is under the above meetioact obliged to send the filled-in forms
on reporting obligation as well as announcementdm@ach of customs regulations under
Section 72 (1) (n) to the Slovak FIU in five daysttte calendar month following the month
when the transport was realized.

In 2010, the Slovak FIU received 36 reportst@nsport of funds in total amount of
1,241,178 EUR from Customs Directorate of the Stdwapublic related to transport of funds
through the external of the European Union betwberSlovak Republic and Ukraine and at
M. R. Stefanik airport in Bratislava.

Customs Directorate of the Slovak Republicestahat upon performance of controls at
the external border of the Slovak Republic in 2€i€re were no cases of illegal transport of
funds in cash detected. All reported cases retateforting obligation under Section 4 (2) of
Act No. 199/2004 Caoll.

In 2010, the Slovak FIU received no informatfoom a foreign FIU related to transport of
funds entering the territory of the European Unfoom the third country or leaving the
territory of the European Union to the third coyntr

V.

Control activity of the National Bank of the SlovakRepublic and Ministry of Finance of
the Slovak Republic

Except for the Slovak FIU, also the NationanB of Slovakia (hereinafter referred to as
,NBS*) and Ministry of Finance of the Slovak Repuib(hereinafter referred to as ,MF")
have power to supervise financial market under i@ec29 of AML/CFT Law. Current
supervision of obliged entities is risk-orienteddame of its objectives is to enforcement of
elimination of risks at supervised entities in fled of prevention of money laundering and
terrorist financing. The Slovak FIU actively coopis with bodies of NBS and MF upon
enforcement of AML/CFT Law. Under Section 29 (4)AML/CFT Law NBS and MF are
obliged to inform the Slovak FIU before the contatlout name, place of business or seat,
identification number and type of obliged entity emd the control shall be performed and
after its finalization also about measures taken.

Because of exchange of experience, knowleddgeharmonization of common procedure
upon performance of control activity, the SlovakJHiegularly holds interagency working
meetings with supervision bodies — NBS and MF. 01 @ there were 24 such working
meeting where concrete procedures of control agtwere discussed, new forms and ways of
money laundering and terrorist financing and walyseoognition of new forms of UTs were
observed.
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Control activity of the National Bank of the SlovakRepublic

Under Section 29 (3) of AML/CFT Law NBS haswaw to perform control of
performance of and compliance to duties stipuldtgdhis law at obliged entities subject to
supervision of NBS. Under Act No. 566/1992 Coll. &iBS as amended, NBS has
competence to perform supervision over: bankingesys securities dealers, capital market,
insurance system, pension savings, payment inettiand institutions of electronic money,
financial mediation and financial consultancy.

In 2010 control bodies of NBS performed 5 colst of compliance to duties at obliged
entities, as follows: 4 controls in insurance comes and 1 control in credit institution.
There were no breaches of AML/CFT Law in credititnsion, in insurance companies there
were 3 shortcomings identified which were immedijatdiminated by insurance companies
and in one case insurance company did not havesigmdded person responsible for
prevention of money laundering and terrorist firagc

Control activity of Ministry of Finance of the Slovak Republic

Under Section 29 (3) of AML/CFT Law MF power perform control of performance of
and compliance to duties stipulated by this lawlatged entities subject to supervision of
MF. In 2010 control bodies of MF performed 4 cotgrof compliance to duties at obliged
entities operating gambling under Act No. 171/2@D&ll. on Gambling. Control activity
revealed no breach of AML/CFT Law at controlleddkentities.

VI.

Interagency coordination activity in the field of mbating crime

Interagency Expert Coordination Body for Cotiiza Crime (hereinafter referred to as
.the coordination body“) was established on 3 OY1 in compliance with Pre-Accession
Pact on Organized Crime between member stateseofEtiropean Union and candidate
countries of the Central and Eastern Europe anduSyp-or this reason the coordination body
performs tasks of the national coordination body dombating crime, contact body for
cooperation with foreign countries and establishadtidisciplinary integrated groups of
experts for problem solving related to current peois with crime.

Head of the coordination body is executed bgidter of Interior of the Slovak Republic,
deputy heads are Attorney General of the SlovakuBl&p and Head of the Slovak
Information Service. Other members are Presiderih@fPolice Force, Director General of
Prison and Judicial Guard, Head of the Military i€sl Head of the Military Intelligence,
Director General of Customs Directorate, Head of Darectorate and Director General of
Penal Law Department of Ministry of Justice of 8levak Repubilic.

The coordination body acts on improving théedfveness of combating crime. It
coordinates particular activities in combating ainmmcluding its organized forms with all
involved subjects resulting from documents on cdmgacrime, governmental declaration,
international legal acts and agreements bounchiSlovak Republic, it ensures equivalency
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and continuation of those measures and activit@s time, subject and space view and from
the view of ways of their performance and it evedgaheir efficiency.

The coordination body establishes multidisogaly integrated groups of experts.

One of them is Multidisciplinary Integrateddap of Experts for Elimination of Money
Laundering and Terrorist Financing (hereinafteenefd to as ,MISO*), the head of the group
is head of the Slovak FIU. Activity of MISO is aichat performance of tasks resulting from
tasks of the coordination body for combating crimg also other tasks for elimination of
money laundering and terrorist financing from thew of legislation, institutional
framework, prevention and repression were defined.

Members of MISO (representatives of Ministrfy Einance of the Slovak Republic,
General Prosecutor’'s Office of the Slovak RepublMtnistry of Justice of the Slovak
Republic, the Slovak Information Service, Tax Diceate of the Slovak Republic, Customs
Directorate, the National Bank of Slovakia, unitsttte Police Force - Anti-Terrorist Unit,
Anti-Drug Squad, Bureau of Judicial and Criminali&g the Slovak FIU) met at a common
session once in 2010, on 18.02.2010.

VII.
Conclusion

The Slovak FIU strengthened its position afeatral national unit for prevention and
detection of money laundering and terrorist finagan 2010. Thanks to the new enactment
of AML/CFT Law it became the leading authority g field. But we realize that the Slovak
FIU is just one element in the chain and would Ib@table to function without the others.
More intense cooperation was seen with state atidgyr obliged entities and their
professional associations.

Within prevention we intensified flow of infoiation for obliged entities about new trends
of money laundering and terrorist financing, waysezognition of UTs, but also for experts
and laics about the system of prevention of morayndering and terrorist financing.
Information flow is ensured by regular updatingtbé Slovak FIU’s website, trainings of
obliged entities focused on non-financial sectqreeglly, also presentations and workshops
for police officers of the Police Force and lawaoEment bodies.

In 2010 the Slovak FIU put emphasis on feekb@® obliged entities and introduced
model of extra informing of obliged entities abdié use of UTs and procedures following
their receipt. The system of informing was introeldiavithin the police structures as well.
Obliged entities positively received such arrangaisiand it is fully utilizable in practice.

Upon performance of repressive measures, kbwvals FIU continued to cooperate with
competent law enforcement bodies especially by si@hmperformance of postponement of
UT with the aim to identify and seize property ged from criminal activity for the purpose
of criminal proceedings. In many cases such arraegés prevented the threat of damage and
the injured party’s claim was ensured.
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Detection and identification of property dedv from criminal activity for needs of
domestic and foreign law enforcement bodies isadnmportant activities of the Slovak FIU
which is in close relation with combating moneyrdaring and terrorist financing. The
Slovak FIU identified lots of values and propertighin and before criminal proceedings and
so accelerated criminal proceedings and enabledel#farcement bodies to seize property
where there was suspicion it is derived from illegaurces or linked with criminal activity
and that way to prevent its further disposal arfidresf to legalize such income.

As regards the international cooperation, @M@ the Slovak FIU was one of the most
active FIUs especially in the field of disseminatiof spontaneous information to foreign
FIUs and number of processed requests. Analysisepiigs to requests sent by foreign FIUs
were provided in the shortest possible time andatoed detailed information utilizable by
the foreign partners.

The Slovak FIU actively and expertly perforitssduties resulting from its membership in
international organizations. Activities of the SdwFIU in Egmont Group, CARIN and
within cooperation with AROs were important for tBvak FIU itself and other authorities
acting in enforcement as the result of the Slovidk $-efforts are information relevant for law
enforcement bodies detecting criminal activity #sgerpetrators.

Year 2010 was important from the view of 4blimd of MONEYVAL evaluations when
the Slovak FIU together with other institutions pessible for prevention of money
laundering and terrorist financing were evaluated experts of Council of Europe for
prevention of money laundering and terrorist finagauring on-site visit held between 2 and
9 October 2010.

In 2010 the Slovak FIU prepared proposal efghoject for complex solution of receiving,
registering, analysis and statistical processingfmrmation so that it is possible to process
them in adequate quality with respect to increasiomber of UTRs. Software tools were
created to enhance and simplify the way of regiserand statistical processing of
information with its high protection.

Year 2011 shall be very demanding for the &okIU from the view of the necessity to
exactly identify risks resulting from money launidgr and terrorist financing and
shortcomings in the field of legislative and ingibnal framework of the system of
combating money laundering and terrorist financifigat is why the Slovak FIU started to
analyze the current state and prepares complexi@muwhich are described in the strategy
of combating money laundering and terrorist finagdor years 2012 — 2016. Attention of the
Slovak FIU will still be focused on intensifying eboperation with so-called non-financial
sector of obliged entities and these activitiesexgected to increase number and quality of
UTRs from that kind of obliged entities represegtimgher risk of money laundering and
especially terrorist financing. The Slovak FIU wkliy attention to trainings for employees of
institutions being a part of system of preventibmmney laundering and terrorist financing
and police officers of the Slovak FIU as well.

In order to reach the objectives defined foe future period, joint cooperation of all
subjects active in institutional framework of pratien of money laundering and terrorist
financing on the national and international levelnecessary. That is the only way how to
prevent from consequences of the most serious fafhtsiminal activity and international
terrorism.
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BCOC
PPF
Ml

MF
MJ
GP
NBS
BFP
DF|

List of abbreviations

Financial Intelligence Unit of Bareof Combating Organized Crime
of Presidium of Police Force

Bureau of Combating Organizenn@r Presidium of Police Force

Presidium of Police Force

Ministry of Interior of the SlokaRepublic

Ministry of Finance of the SlovRlepublic

Ministry of Justice of the SlovRkpublic

General Prosecutor’s Office ef$fovak Republic

the National Bank of Slovakia

Bureau of Financial Police

Department of Financial Intedliice

Act No. 297/2008 Coll. — Act No. 297/2008 Coll. tire prevention of legalization of

ut
UTR
ARO

CARIN
LEA
EUROPOL
INTERPOL
FIU

ala

PCHD
DCIS MI SR

DCR

UTHB

OECD
ADS

DBAP

ATU

BOCC

proceedsriminal activity and terrorist financing and o
amendtseand supplements to certain acts as amendedtby Ac
No. 42608 Coll. and Act No. 186/2009 Coll.
unusual transaction
unusual transactieport
Asset Recovery Office, natiooHice for detection and identification
of property ged from criminal activity
The Camden Asset Recovery Iitgency Network, network for
informationatrange between AROs
law enforcement authorities
the European Union Police Bure
international police coop@atorganization
foreign financiatelligence unit
ad acta, suspiciot proved, inserted into archive
Property Check-up ayment of the Slovak FIU
Department of Control dndpection Service of Ministry of
Interior ofetlslovak Republic
Department of Cm@li Groups of Bureau of Combating Organized
Crime of Pdiam of Police Force
Unit of TraffickingniHuman Beings of Bureau of Combating
Organized Ceif Presidium of Police Force
Obliged Entities” Renent of the Slovak FIU
Anti-Drug Squad®idreau of Combating Organized Crime of
Presidium Bblice Force
Directorate of Bordard Alien Police of Ministry of Interior of the
Slovak Repuabli
Anti-Terrorist Unitf Bureau of Combating Organized Crime of
Presidium afliee Force
Bureau of Combatingri@ption of Presidium of Police Force
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